**IoT privacy:**

Brush et al [11] identified the barriers that stop the IoT devices at home from being widespread. These barriers include shoddy management systems and security concerns. Other researchers, such as Randall [12] found that control systems can be so complicated that the end-user sensed that they have less control over their devices. Page et al [13] found that IoT devices that are designed for the consumers tend to follow an agentic technology viewpoint, where the user-centric viewpoint takes a backseat.  
  
He et al. discussed how sharing of IoT devices inside a home occurs among relationships and how they differ based on time of the day, scenarios, location of the device, etc. They also discussed ways to authenticate users so that the IoT devices stay secure while upholding the usability of the device[1]. This work, however, does not discuss sharing IoT devices with people living outside of their homes. Researchers find that giving guests access to your IoT device in a smart home [21] and being specific with policies regarding the shared devices [22] is important but can be a complex task.

**Smart home access control:**Researchers [27] have shown that the cost of hardware is not an issue when implementing security and privacy for IoT devices. Denning et al. [9] discussed how rushing to release IoT devices to market is causing those devices to have security and privacy issues for the end-users. These issues include being eavesdropped, losing control of the devices in question, loss of private data, etc. Fernandes et al. show in their paper [2] that apps (SmartThings by Samsung) controlling the IoT devices can have more access than necessary, making the devices insecure. It can be exploited to steal key security information (i.e Door lock codes), disable some security features and even make false fire alarm. Another research [25] shows that apps can accumulate additional and unnecessary access just by asking users for more permissions. Felt et al.[26] shows that users tend not to pay much heed to these requests. Fernandes et al. along with others [3][4] have proposed limiting and reconsidering permission granted to those apps to solve this problem.

Kim et al. interviewed 20 people who do not yet use smart home devices to understand the user’s need for proper access control policies [18] [19]. According to these interviewees, the capability of requesting permissions to be approved or denied, proper logging of devices and physical presence are useful criteria for a well designed access-control policy. In a separate research paper [20], researchers found that access-control policies based on time ( blocking children from watching TV at night), special preventive measures for highly sensitive devices like cameras and locks, limiting of application’s access to devices is also highly desirable among users. An empirical study on 15 families done by Brush et al.[24] reveals that family members trust each other while keeping separate profiles on IoT devices. They do this to impede the teenagers of the house from using the PC or to block strangers with malicious intent.  
  
Ur et al. [14] found that the access control system of popular IoT devices like the Kwikset door lock and Philips Hue lighting system is so isolated that it is useless in simple use cases where the user wants to share the devices with other users like temporary works and children. If the user is away from home the access control of the home IoT devices can be challenging as it has to be trustworthy enough to operate on their own [15].

**Community-based privacy(privacy beyond the individual):**

Mazurek et al. [16] discussed that even if the IoT system is designed to share in between users, the kind of access control it has is very much different from the kind of access control the user has in his/her mind. They also show that most of the time the user needs a complex access control policy and they try to achieve that by using makeshift methods. For domestic IoT devices, the access control decisions are especially complex because of the varied amount of data and the kind of trust users have between themselves[8]. Brush et al. [17] found that even when sharing IoT devices and sensors among neighbors can help increase the security of the neighborhood, the level of trust they have between themselves can interfere with this sharing.

Few research studies [5][6] show that the multi-user scenario can be perceived as a privacy and security concern to users. This concern exists because of the social relationships between the users and they can vary depending on the relationships such as guests [7], roommates [8], and children [9][10]. Moncrieff et al. [23] find that providing users the information about the data being monitored by the sensors in a smart-home setting can help pacify the privacy concern they have but at the same time it is perceived as being burdensome. Kostianinen et al. [22], tried to introduce an access control policy for smart home networks limited to family members which would pose a nominal amount of burden on the end-user by testing a few access control policies.
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